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1
Decision/action requested

It is proposed to approve this conclusion for KI#3 in TR 33.861
2
References

[1]
3GPP TS 33.401: "3GPP System Architecture Evolution (SAE); Security architecture".
3
Rationale

Solution 18 relies on already defined mechanisms to send encrypted MO EDT data from TS 33.401[1]. This approach is recommended to be reused to support sending encrypted MO EDT data in 5GS as well.
4
Detailed proposal

***** Start of Change *****

7.3
Key Issue 3: Encryption of small data


Solution 1 is recommended for normative work to support encryption for infrequent small data transmission via NAS signaling.
Solution 18 is recommended for normative work to support encryption of Mobile Originated EDT data.
***** End of Change *****

